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Palo Alto Networks at a glance
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Company at a glance 

• Founded in 2005; first customer 
shipment in 2007

• Safely enabling applications 
and preventing cyber threats

• Able to address all enterprise 
cybersecurity needs

• Exceptional ability to support 
global customers

• Experienced team of 4,300+ 
employee

• FY17: $1.8B revenue
•

Palo Alto Networks Finance Year Revenue

Palo Alto Networks Customers



Strong industry leadership position (NGFW) continued 6 years
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• Palo Alto Networks is positioned as a 
leader in the Gartner Magic Quadrant for 
enterprise network firewalls*

• Palo Alto Networks is highest in 
execution and most visionary within the 
leaders quadrant

*Gartner Magic Quadrant for Enterprise Network Firewalls

Gartner does not endorse any vendor, product or service depicted in its research publications, and does not advise technology users to 
select only those vendors with the highest ratings or other designation. Gartner research publications consist of the opinions of Gartner's 
research organization and should not be construed as statements of fact. Gartner disclaims all warranties, expressed or implied, with 
respect to this research, including any warranties of merchantability or fitness for a particular purpose.



IDC 2017 Q2 Security Appliance Market Share



Challenge and Change with more security Risk

Application Ecosystem

IT outsourcing

IoT

Social, Mobile, Analytics, Cloud Operation Risk
Risk of lost  Information

Environment and technology complex

Visibility and Control
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DISRUPTING THE CONSUMPTION MODEL



THE ANSWER? THE NEW MODEL FOR SECURITY
NEXT-GENERATION SECURITY
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1. Identify applications regardless of port, protocol, evasive tactic or SSL

2. Identify and control users regardless of IP address, location, or device

3. Protect against known and unknown application-borne threats

4. Fine-grained visibility and policy control over application access / functionality

5. Multi-gigabit, low latency, in-line deployment



Moving to the Cloud  …

Cloud
scalability

Operational/ 
orchestration 

integration

Consistent 
security across 
the organization

Diversity of 
clouds

KVM

Azure
AWS

NSX
Hyper-V

ESXi
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ZERO-Day’S ALL-NEW MALWARE ANALYSIS ENVIRONMENT
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Detonation reveals 
zero-day exploitation 

& malware

Detection of known 
exploits, malware, 
and new variants

Dynamically steers 
highly evasive, 

suspicious files to 
bare metal

Detonates malware 
on real hardware, 

detecting all 
VM-aware malware

Static 
Analysis

Dynamic 
Analysis

Bare Metal
Analysis

Heuristic 
engine

NEW: Final frontier 
for anti-VM 
detection

+ Machine 
learning 

(April ’16) 

NEW: 100% custom-
built anti-evasion 
malware analysis 

environment



Enforcement through a “zero trust” architecture
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At the internet 
edge

Between employees 
and devices within 

the LAN

At the data 
center edge and 

between VMs

On the mobile 
device

Within 
public/private 

clouds
and SaaS

Detect and prevent threats at every point across the organization 



Enforcement NG-Security of Mongolia in 6 years …

Banking

Service Provider

Large Enterprise



COMPLETE
VISIBILITY

REDUCE
ATTACK
SURFACE

PREVENT
KNOWN
THREATS

PREVENT
UNKNOWN
THREATS
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PREVENTING SUCCESSFUL ATTACKS

• All applications
• All users
• All content
• Encrypted traffic
• SaaS
• Cloud
• Mobile

• Enable business 
apps

• Block “bad” 
apps

• Limit app 
functions

• Limit file types
• Block websites

• Exploits
• Malware
• Command & 

control
• Malicious 

websites
• Bad domains
• Stolen 

credentials

• Dynamic 
analysis

• Static analysis
• Attack 

techniques
• Anomaly 

detection
• Analytics



Thank you


